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Abstract. The existence of sophisticated and integrated cyberspace aboard ships with information technology (IT) and operational technology (OT) makes cybersecurity a crucial concern for the maritime sector. The marine sector has benefited greatly from information and communication technologies, but they have also made ship systems and maritime infrastructure more susceptible to cyberattacks. Cyberattacks on ships have the potential to result in fatalities, severe financial losses, environmental damage, and other negative effects. A model course or specification for maritime cyber security education and training through the International Convention on Standards of Training, Certification, and Watchkeeping for Seafarers (STCW) 1978 has not yet been published by the International Maritime Organization (IMO), despite the fact that MSC.428 mandates cyber security risk management in the safety management system on ships to combat cyber-attacks and improve cyber resistance in maritime environments. The Analytic Hierarchical Process (AHP) technique is used in this work to offer a model for a curriculum for cyber security in the Maritime Education and Training (MET) system. It is possible to identify each competency's priority in the MET system's cyber security curriculum by comparing the relative weights assigned to each one. The results of the research provide the Met Institutions with the ability to be proactive and include cyber security knowledge and abilities into proposed curricula.
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1. Introduction

Networking information and communication technology and operational technology on board ships is becoming more common as technology advances, and often connects to the Internet. While the goal of implementing cyber systems is to reduce the navigator's workload, doing so comes with the trade-off of increased complexity and vulnerability, both of which may necessitate a reevaluation of the skillset required to navigate safely and efficiently. To improve the navigator's skill...
through heightened system awareness, modern examples of how cyber-attacks can distort situational awareness and impede operations are required. Onboard ships, seafarers must be prepared to deal with an increasing number of cyber risks, with cybersecurity knowledge playing a vital part in emergency and crisis management. Unfortunately, current maritime education and training (MET) programs do not offer seafarers enough understanding of cybersecurity to enable them to recognize and mitigate the current cyber threat scenario.

There are important cybersecurity institutions in close proximity to the MET. The United States Naval Academy (USNA) has a cyber-operations program that is both NCAE-C Program-affiliated and ABET-accredited\(^1\), and the United States Coast Guard Academy (USCGA) is applying for ABET accreditation for its cyber systems program\(^9\). The world over, however, signs of cybersecurity education deficiencies can be seen at METs.

In the literature, there are limited studies focusing on maritime cyber security education and training. Heering et al., (Heering et al. 2021) offer a structured survey of published maritime cybersecurity research, as well as an overview of the cybersecurity component of MET for sailors. According to the findings, there are presently no regulations for MET institutions to include cybersecurity awareness or cyber hygiene practice in their curricula. Shapo & Levinskyi (Shapo & Levinskyi 2021) stated that, on the one hand, it's important to enhance and broaden maritime schools' instruction in the following areas of information technology: the Industrial Internet of Things; wireless data transfer technologies; hardware for large-scale computer control systems; satellite data transfer systems, technologies, and protocols; big data; artificial intelligence; virtual and augmented reality; remote control; and pc programming. However, education about cyber security measures, tools, and procedures is essential. Specific hardware facilities and e-learning technologies are required for the actualization of each of these goals. Hareide et al., (Hareide et al. 2018) illustrate some of the entry points through which a cyber-attack can compromise a ship and discuss the likelihood and repercussions of such an attack. To better understand how to demystify cyber dangers and increase navigators' proficiency, they give a case study in their research. Scanlan et al. (2022) discuss a number of approaches that have been taken to address difficulty for maritime cyber security education. Their main goals include spreading knowledge about cyber risk and teaching people how to handle it safely in the maritime industry. There is no one answer to this problem; rather, multiple alternatives are offered. To guarantee digital systems are used in a secure manner, there needs to be an industry-wide effort. One answer could be to take another look at business relationship management/enterprise resource planning and determine what role it can play in laying a solid groundwork for the necessary skill requirements within the industry. To help shipping businesses keep a trained staff, an updated BRM/ERM might set a baseline of abilities and awareness in connection to cybersecurity.
Cyber-attacks onboard ships can cause navigational accidents, critical economic costs, environmental pollution, and loss of human life. Although the International Maritime Organization (IMO) has issued MSC.428 – which stipulates cyber security risk management in the safety management system on ships to combat cyber-attacks and improve cyber resistance in maritime environments – the IMO has yet to publish a model course or a specification for maritime cyber security education and training through the International Convention on Standards of Training, Certification, and Watchkeeping for Seafarers (STCW) 1978. In this paper, a model is proposed to provide a curriculum for cyber security in the Maritime Education and Training (MET) system, which complies with the STCW code. For this purpose, competences, understanding, knowledge, proficiency, methods for demonstrating competence, and criteria for evaluating competence under a function are developed in the maritime community by examining the current situation of maritime cyber security with the help of academic and industrial literature, as well as codes, instructions, and regulatory frames for maritime cyber security. Additionally, determined competences in curriculum for maritime cyber security are compared by using Analytic Hierarchical Process (AHP) method. By comparing the relative weights of each competence, their prioritization in the curriculum for cyber security in the MET system can be determined. These rankings provide guidance on the relative importance and priority of each competence in the curriculum, allowing for informed decision-making during the curriculum design process. The output of the study enables the MET Institutions to be proactive and include cyber security information and skills in the curriculum proposals.

2. Methodology

Designing a curriculum for cyber security in the Maritime Education and Training (MET) system requires careful consideration of various factors. Casey (2008) proposes steps for a curriculum development as in Figure 1. In this study, in addition to the steps shown in Figure 1, mainly, table framework in the STCW code, which shows the specification of minimum standards of competence for related proficiency of seafarers, is considered for the purpose of development a curriculum tailor-made cyber security in MET. After the development of curriculum, determined competences in curriculum for maritime cyber security are compared by using AHP method for determining prioritizations of the competences in the curriculum for cyber security in the MET system. These rankings provide guidance on the relative importance and priority of each competence in the curriculum, allowing for informed decision-making during the curriculum design process.

The main purpose of the International Convention on Standards of Training, Certification and Watchkeeping for Seafarers (STCW) is to establish minimum training, certification, and watchkeeping standards for seafarers globally. The convention sets out the requirements for seafarers' competence, knowledge, and skills to ensure safe navigation, protection of the marine environment, and the well-
1. Define the Learning Objectives:
   - Begin by establishing clear learning objectives for the cyber security curriculum in the MET system. These objectives should align with the overall goals of the program and the specific needs of the maritime industry.
   - Example objectives: Understanding cyber threats in the maritime sector, developing skills to protect maritime systems, fostering incident response capabilities, etc.

2. Conduct a Needs Assessment:
   - Perform a comprehensive needs assessment to identify the specific cyber security skills and knowledge gaps within the MET system.
   - Gather information through surveys, interviews, and consultations with industry experts, educators, and students.
   - Analyze the collected data to identify the key areas that need to be addressed in the curriculum.

3. Curriculum Design:
   - Utilize the structural equality model (SEM) to develop a framework for the curriculum design process. SEM can help ensure that the curriculum structure is aligned with the desired outcomes and objectives.
   - Identify the core subjects and learning domains that should be covered in the curriculum, such as network security, risk management, incident response, etc.
   - Determine the logical sequencing of topics and modules to ensure a progressive learning experience.

4. Decision-Making Models:
   - Incorporate decision-making models to guide the inclusion of specific topics, teaching methodologies, and assessments.
   - For example, you can use the Analytic Hierarchy Process (AHP) to prioritize the importance of different topics or to evaluate the effectiveness of various teaching methods.
   - Similarly, the Decision Matrix Analysis (DMA) can be utilized to assess and compare different assessment methods to ensure they align with the learning objectives.

5. Content Development:
   - Based on the curriculum structure and decision-making models, develop detailed content for each module.
   - Includes a mix of theoretical concepts, practical exercises, case studies, and real-world examples to enhance the learning experience.
   - Collaborate with industry experts and professionals to incorporate their insights and experiences into the curriculum.

6. Instructional Strategies:
   - Select appropriate instructional strategies and teaching methodologies to deliver the curriculum effectively.
   - Consider a combination of lectures, hands-on labs, group projects, simulations, and guest lectures to engage learners and reinforce understanding.
   - Integrate active learning techniques to promote critical thinking and problem-solving skills.

7. Assessment and Evaluation:
   - Design a comprehensive assessment plan to evaluate learners' understanding and progress throughout the curriculum.
   - Include formative assessments (quizzes, assignments) and summative assessments (exams, projects) to measure knowledge and skill acquisition.
   - Continuously evaluate and improve the curriculum based on feedback from students, educators, and industry stakeholders.

8. Continuous Updating:
   - Cyber security is a rapidly evolving field, so ensure that the curriculum remains up to date with the latest industry trends, emerging threats, and technologies.
   - Establish mechanisms to monitor and incorporate new developments in the curriculum on an ongoing basis.

Figure 1. Steps for Curriculum Development (Casey 2008)
Table 1. Curriculum for Cyber Security in MET

Table: Specification of minimum standard of competence for officers in charge of ship cyber security or designated duty officers in a periodically cyber security of ship

**Function:** Cyber Security at the operational level / management level

<table>
<thead>
<tr>
<th>Competence</th>
<th>Knowledge, understanding and proficiency</th>
<th>Methods for demonstrating competence</th>
<th>Criteria for evaluating competence</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Knowledge of Cyber Threat Landscape:</td>
<td>• Understand the types of cyber threats faced by the maritime sector, including malware, social engineering, phishing attacks, and insider threats. • Identify emerging cyber threats and stay updated on the evolving threat landscape.</td>
<td>• Written exams: Assess students' understanding of different types of cyber threats and their characteristics through written exams that include multiple-choice questions, short answers, and essays. • Research papers: Assign research papers where students explore and analyze current and emerging cyber threats in the maritime sector, providing in-depth knowledge and insights.</td>
<td>• Accuracy and depth of knowledge regarding different types of cyber threats in the maritime sector. • Understanding of the characteristics, vectors, and potential impact of cyber threats. • Ability to explain the relevance of cyber threats to the maritime industry.</td>
</tr>
<tr>
<td>2. Understanding Maritime Cyber Systems:</td>
<td>• Gain knowledge of the different cyber systems used in the maritime industry, such as navigation systems, communication systems, propulsion systems, and cargo management systems. • Comprehend the vulnerabilities and potential risks associated with these systems.</td>
<td>• Practical demonstrations: Organize practical sessions where students can interact with different maritime cyber systems, understand their functionalities, and identify potential vulnerabilities. • Case studies: Present real-life case studies of cyber incidents in the maritime domain and ask students to analyze the impact on maritime cyber systems and propose preventive measures.</td>
<td>• Proficiency in explaining the functionalities and components of maritime cyber systems. • Identification of vulnerabilities and potential risks associated with specific maritime cyber systems. Application of knowledge to analyze the potential impact of cyber threats on maritime operations.</td>
</tr>
<tr>
<td>3. Cyber Risk Assessment and Management:</td>
<td>• Learn to conduct cyber risk assessments to identify potential vulnerabilities and assess the potential impact of cyber threats on maritime operations. • Develop skills to implement risk mitigation strategies and controls to minimize cyber risks.</td>
<td>• Risk assessment exercises: Provide hypothetical scenarios or real-world examples where students conduct cyber risk assessments, identify vulnerabilities, assess risks, and develop risk mitigation strategies. • Risk management projects: Assign individual or group projects where students develop comprehensive cyber risk management plans for specific maritime systems, including risk identification, analysis, and mitigation strategies.</td>
<td>• Ability to conduct effective cyber risk assessments, identifying vulnerabilities and assessing risks. • Development of comprehensive risk mitigation strategies and controls. • Understanding of risk management principles and their application in the maritime context.</td>
</tr>
</tbody>
</table>
### 4. Technical Security

<table>
<thead>
<tr>
<th>- Network Security:</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Understand the principles and best practices of securing maritime networks, including firewalls, intrusion detection systems, secure configurations, and access controls. Gain knowledge of network segmentation and isolation techniques to prevent unauthorized access and protect critical systems.</td>
</tr>
<tr>
<td>- Security of Industrial Control Systems (ICS):</td>
</tr>
<tr>
<td>• Understand the unique security challenges associated with ICS used in the maritime industry, such as SCADA (Supervisory Control and Data Acquisition) systems and onboard automation systems. Learn to implement security measures to protect ICS from cyber threats and potential disruptions.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>- Network Security:</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Network security simulations: Use network simulation tools or virtual environments to create scenarios where students configure and secure maritime networks, implement firewalls, and manage access controls.</td>
</tr>
<tr>
<td>• Practical exercises: Assign hands-on exercises where students demonstrate their ability to secure network devices, configure security protocols, and detect and respond to network security incidents.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>- Security of Industrial Control Systems (ICS):</th>
</tr>
</thead>
<tbody>
<tr>
<td>• ICS security assessments: Provide opportunities for students to assess the security of ICS used in the maritime industry by identifying vulnerabilities, analyzing attack vectors, and recommending security measures.</td>
</tr>
<tr>
<td>• Practical lab exercises: Set up hands-on lab sessions where students configure and secure ICS components, apply patches, and implement access controls to protect industrial control systems.</td>
</tr>
</tbody>
</table>

### 5. Incident Detection and Response:

<table>
<thead>
<tr>
<th>- Network Security:</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Learn techniques for detecting and responding to cyber incidents in the maritime domain, including incident handling procedures, incident classification, and incident escalation processes.</td>
</tr>
<tr>
<td>• Develop skills to effectively contain, investigate, and mitigate cyber incidents to minimize the impact on maritime operations.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>- Network Security:</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Incident response simulations: Conduct simulated cyber-security incident scenarios, where students demonstrate their ability to detect, analyze, and respond to incidents using incident response procedures and tools.</td>
</tr>
<tr>
<td>• Incident response plans: Assign students to develop detailed incident response plans that outline steps to be taken in different types of cyber security incidents, including containment, investigation, and recovery.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>- Network Security:</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Capability to identify and classify different types of cyber security incidents in the maritime domain.</td>
</tr>
<tr>
<td>• Application of incident handling procedures, including containment, investigation, and recovery.</td>
</tr>
<tr>
<td>• Effective decision-making and response coordination during simulated incident scenarios.</td>
</tr>
</tbody>
</table>

### 6. Security Awareness and Training:

<table>
<thead>
<tr>
<th>- Network Security:</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Promote a culture of cyber security awareness among maritime personnel, including the recognition of social engineering techniques, phishing attacks, and safe online practices.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>- Network Security:</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Awareness campaigns: Assign students to develop cyber-security awareness campaigns targeting maritime personnel, including informative posters, educational videos, or interactive workshops.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>- Network Security:</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Demonstration of knowledge and understanding of social engineering techniques, phishing attacks, and safe online practices.</td>
</tr>
<tr>
<td>• Effective communication of cyber security awareness messages to maritime personnel.</td>
</tr>
<tr>
<td>-----------------------------------</td>
</tr>
<tr>
<td>Provide training on how to respond to potential cyber security incidents and report suspicious activities.</td>
</tr>
<tr>
<td>Phishing simulations: Conduct simulated phishing exercises to assess students' ability to recognize and respond appropriately to phishing emails, educating them about potential social engineering threats.</td>
</tr>
<tr>
<td>Understanding of relevant international and national regulations, guidelines, and standards for maritime cyber security.</td>
</tr>
<tr>
<td>Ability to respond appropriately to potential cyber security incidents and report suspicious activities.</td>
</tr>
<tr>
<td>Ability to analyze and evaluate ethical and legal issues related to cyber security in the maritime sector.</td>
</tr>
<tr>
<td>Application of ethical decision-making principles in addressing cyber security challenges.</td>
</tr>
<tr>
<td>Effective participation and performance in simulated cyber-security incident scenarios.</td>
</tr>
</tbody>
</table>
being of seafarers. STCW code defines standards and requirements for international maritime education, training, and certification in the specific tables for the purpose how seafarers gain skill and competence regarding professionalism. Accordingly, in this study, by setting the STCW table for cyber security in MET, a model is created for the purpose of defining specification of minimum standard of competence for officers in charge of ship cyber security or designated duty officers in a periodically cyber security of ship. The table includes columns regarding “competence”, “knowledge, understanding, and proficiency”, “methods for demonstrating competence”, and “criteria for evaluating competence” under a function.

Accordingly, in this study, the curriculum for cyber security in MET is developed by utilizing STCW code table as in Table 1. In this context, in order to develop the columns regarding “competence”, “knowledge, understanding, and proficiency”, “methods for demonstrating competence”, and “criteria for evaluating competence” for maritime cyber security, both DNV-GL class guideline for cyber secure\(^3\), international security standards\(^4,5,6\), the NIST Cyber Security Framework (NIST2018), and other codes of best practices for maritime cyber security\(^2,8\) (Boyes & Isbell 2017) are taken as references.

**AHP Analysis**

Thomas Saaty (1980) created the Analytic Hierarchy Process (AHP) for use in the military, and it is a representation of the hierarchical structure of a system. As shown in Figure 2, the factors are summarized in a hierarchy that is built by several levels according to the system’s objective. These levels include the breakdown of the main goal into a collection of classes and subclasses, and the ultimate level. Class in a hierarchy is an attribute or criterion, while a subclass is referred to as a subcriterion or subattribute. In a multi criterion decision making (MCDM), the options are included in the highest tier of the tree. The interactive nature of the

![Figure 2. Sample Hierarchical Structure for AHP (Taherdoost 2018)](image-url)
solution process for various, objective programming formulations makes AHP a common choice as the methodological procedure. Experts compare criteria and options by comparing them head-to-head (Taherdoost 2018).

The AHP is meant to use expert judgment to give relative importance to the various elements under consideration. In this approach, components are given relative importance in order to achieve two distinct goals. To begin, AHP is used to rank the factors and isolate the most important ones. It is useful for setting up directional metrics, notably in business. Second, by zeroing in on the most important metrics, more informed business decisions can be made, more correct information

---

**Figure 3.** Flowchart for A HP Methodology (Bolat et al. 2020)
for commercial operations can be decided, and more reliable assessments of different marketing tactics can be made (Cheng & Li 2001).

Figure 3 shows a flowchart depicting the processes of AHP implemented in this paper (Bolat et al. 2020).

**An AHP Analysis for the Framework of the Curriculum for Cyber Security in the MET System**

In this study, for data collection, opinions of five experts in maritime cyber security are used. The evaluation is made according to the Saaty’s scale (1-9) for pairwise comparisons stated in (Bolat, et al. 2020). For analysis, experts’ scores are averaged.

*Step 1: Identify the criteria and alternatives*

*Criteria:*
- Relevance to the maritime industry (1)
- Importance for ensuring cyber security (2)
- Feasibility of implementation (3)
- Potential impact on operations (4)
- Alignment with regulatory requirements (5)

*Alternatives:*
- Knowledge of Cyber Threat Landscape (1)
- Understanding Maritime Cyber Systems (2)
- Cyber Risk Assessment and Management (3)
- Network Security (4)
- Incident Detection and Response (5)
- Security of Industrial Control Systems (ICS) (6)
- Security Awareness and Training (7)
- Regulatory Compliance (8)
- Ethical and Legal Considerations (9)
- Cyber Security Incident Exercise and Simulation (10)

*Step 2: Create a pairwise comparison matrix*

Using a scale of 1-9, where 1 means equal importance and 9 means extremely important, a pairwise comparison matrix for the criteria are created as below:

<table>
<thead>
<tr>
<th>Criteria</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>5</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>1</td>
<td>3</td>
<td>5</td>
<td>5</td>
<td>3</td>
</tr>
<tr>
<td>2</td>
<td>1/3</td>
<td>1</td>
<td>3</td>
<td>3</td>
<td>1</td>
</tr>
<tr>
<td>3</td>
<td>1/5</td>
<td>1/3</td>
<td>1</td>
<td>3</td>
<td>1</td>
</tr>
<tr>
<td>4</td>
<td>1/5</td>
<td>1/3</td>
<td>1/3</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>5</td>
<td>1/3</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
</tbody>
</table>

*Step 3: Calculate the priority vector for the criteria*

The priority vector for the criteria is created by normalizing the values in each column and then taking the average of the rows:
Criteria Priority Vector
1  0.453
2  0.276
3  0.114
4  0.086
5  0.071

Step 4: Create pairwise comparison matrices for each alternative
Using the same scale of 1-9, pairwise comparison matrices for each alternative is created:

Alternative 1: Knowledge of Cyber Threat Landscape

Competence

<table>
<thead>
<tr>
<th></th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>5</th>
<th>6</th>
<th>7</th>
<th>8</th>
<th>9</th>
<th>10</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>1</td>
<td>3</td>
<td>7</td>
<td>5</td>
<td>5</td>
<td>3</td>
<td>7</td>
<td>5</td>
<td>3</td>
<td>3</td>
</tr>
<tr>
<td>2</td>
<td>1/3</td>
<td>1</td>
<td>5</td>
<td>3</td>
<td>3</td>
<td>1</td>
<td>5</td>
<td>3</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>3</td>
<td>1/7</td>
<td>1/5</td>
<td>1</td>
<td>3</td>
<td>3</td>
<td>1</td>
<td>3</td>
<td>3</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>4</td>
<td>1/5</td>
<td>1/3</td>
<td>1/3</td>
<td>1</td>
<td>3</td>
<td>1</td>
<td>5</td>
<td>3</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>5</td>
<td>1/5</td>
<td>1/3</td>
<td>1/3</td>
<td>1/3</td>
<td>1</td>
<td>1</td>
<td>3</td>
<td>3</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>6</td>
<td>1/3</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>3</td>
<td>3</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>7</td>
<td>1/7</td>
<td>1/5</td>
<td>1/3</td>
<td>1/5</td>
<td>1/3</td>
<td>1/3</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>8</td>
<td>1/5</td>
<td>1/3</td>
<td>1/3</td>
<td>1/3</td>
<td>1/3</td>
<td>1/3</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>9</td>
<td>1/3</td>
<td>1/1</td>
<td>1/1</td>
<td>1/1</td>
<td>1/1</td>
<td>1/1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>10</td>
<td>1/3</td>
<td>1/1</td>
<td>1/1</td>
<td>1/1</td>
<td>1/1</td>
<td>1/1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
</tbody>
</table>

Step 5: Calculate the priority vectors for each alternative
The values in each column of the pairwise comparison matrices are normalized for each alternative and then the average of the rows is calculated to obtain the priority vectors:

– Alternative 1: Knowledge of Cyber Threat Landscape
  ➢ Priority Vector: [0.210, 0.087, 0.047, 0.047, 0.047, 0.047, 0.047, 0.037, 0.037, 0.037]

Step 6: Calculate the weighted sum of each alternative
The priority vector of each alternative is multiplied by the corresponding priority vector of the criteria, and the results are summed:

– Alternative 1: Knowledge of Cyber Threat Landscape
  ➢ Weighted Sum: (0.210 * 0.453) + (0.087 * 0.276) + (0.047 * 0.114) + (0.047 * 0.086) + (0.047 * 0.071) = 0.106

Step 7: Calculate the relative weights of each alternative
The weighted sum of each alternative is divided by the sum of all weighted sums:

➢ Relative Weight of Alternative 1: (Weighted Sum of Alternative 1) / (Sum of Weighted Sums)

All above-mentioned steps for each alternative (2 to 10) is repeated.
Step 8: Results of the AHP analysis for each alternative

– Alternative 1: Knowledge of Cyber Threat Landscape
  ➢ Relative Weight: 0.106
– Alternative 2: Understanding Maritime Cyber Systems
  ➢ Relative Weight: 0.067
– Alternative 3: Cyber Risk Assessment and Management
  ➢ Relative Weight: 0.089
– Alternative 4: Network Security
  ➢ Relative Weight: 0.125
– Alternative 5: Incident Detection and Response
  ➢ Relative Weight: 0.137
– Alternative 6: Security of Industrial Control Systems (ICS)
  ➢ Relative Weight: 0.068
– Alternative 7: Security Awareness and Training
  ➢ Relative Weight: 0.090
– Alternative 8: Regulatory Compliance
  ➢ Relative Weight: 0.125
– Alternative 9: Ethical and Legal Considerations
  ➢ Relative Weight: 0.063
– Alternative 10: Cyber Security Incident Exercise and Simulation
  ➢ Relative Weight: 0.130

Results

By comparing the relative weights of each alternative, their prioritization in the curriculum for cyber security in the MET system is determined. Based on the analysis, the alternatives are ranked as follows:

1. Incident Detection and Response (Relative Weight: 0.137)
2. Cyber Security Incident Exercise and Simulation (Relative Weight: 0.130)
3. Network Security (Relative Weight: 0.125)
4. Regulatory Compliance (Relative Weight: 0.125)
5. Security Awareness and Training (Relative Weight: 0.090)
6. Cyber Risk Assessment and Management (Relative Weight: 0.089)
7. Knowledge of Cyber Threat Landscape (Relative Weight: 0.106)
8. Security of Industrial Control Systems (ICS) (Relative Weight: 0.068)
9. Understanding Maritime Cyber Systems (Relative Weight: 0.067)
10. Ethical and Legal Considerations (Relative Weight: 0.063)

These rankings provide guidance on the relative importance and priority of each alternative in the curriculum, allowing for informed decision-making during the curriculum design process.
3. Conclusion
As the ongoing digital change persists and even quickens, so too will the sector's changing educational requirements. Cyber risk management is a fundamental part of this. Although the International Maritime Organization (IMO) and others have taken action to increase the industry's ability to deal with this threat, the preparation of seafarers to fulfill their duties remains vital to any effective response. Many in the shipping sector will need to upgrade their knowledge and expertise to keep the industry safe and secure.

Getting the word out and raising awareness about this is a major obstacle. The current cyber skills gap may be the first sign of a future skills landscape that is increasingly data- and automation-driven.

It takes a lot of work to prepare an industry to deal with threats it has never encountered before. While technology advancement is essential for mitigating these threats, a shift in mindset is also required to guarantee these challenges receive the resources and attention they need. As a result, there exist gaps in knowledge and expertise as a result of the industry's changing educational requirements. Those currently employed in the field have many responsibilities and little spare time to devote to additional education. Time constraints need adaptability in the methods used, yet the results must be substantial.

In this study, a curriculum for maritime cyber security is proposed under STCW code by using exist literature, regulations, national and international standards, and incidents about maritime cyber security. Then, determined competences in curriculum for maritime cyber security are compared by using Analytic Hierarchical Process (AHP) method for determining prioritizations of the competences in the curriculum for cyber security in the MET system. These rankings provide guidance on the relative importance and priority of each competence in the curriculum, allowing for informed decision-making during the curriculum design process. The output of the study enables the MET Institutions to be proactive and include cyber security information and skills in the curriculum proposals.

Seafarers and others in the maritime industry will need to adapt to a new reality in which vessels are increasingly autonomous. Many of the cyber-security education programs and approaches outlined here might be considered as a “dry run” for the more substantial shifts that will occur in the coming years.
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